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ABSTRACT:
Physiological data could then be sent to a central server which could then run a range of web medical applications on these data to return timely advice to the client. Cloud-assisted mHealth monitoring could present a great prospect to perk up the quality of healthcare services and potentially reduce healthcare costs there is a hesitant block in making this technology a reality. It is based on a new alternative of key private proxy re-encryption scheme in which the company only wants to achieve encryption once at the setup phase while shifting the rest computational tasks to the cloud without compromising privacy moreover reducing the computational and communication burden on clients and the cloud. In a remote mHealth monitoring system a client could arrange portable sensors in wireless body sensor networks to collect various physiological data such as blood pressure (BP), breathing rate (BR), Electrocardiogram (ECG/EKG), peripheral oxygen saturation (SpO2) and blood glucose.
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INTRODUCTION:
The characteristic vectors are distributed as inputs to the monitoring program in the cloud server through a mobile or smart device. A semi-trusted authority is responsible for distributing private keys to the individual clients and collecting the service fee from the clients according to a definite business model such as pay-as-you-go business model. CAM can stop the cloud from inferring useful information from the client’s query input or output corresponding to the received information from the client. Nevertheless the cloud might still be clever to infer side information on the client’s private query input by observing the client’s access pattern.

CAM consists of a cloud server (simply the cloud), the company who provides the mHealth monitoring service i.e., the healthcare service provider, the individual clients (simply clients) and a semi-trusted authority (TA). The company stores its encrypted monitoring data or program in the cloud server. Individual clients gather their medical data and accumulate them in their mobile devices which then change the data into attribute vectors.

RELATED WORK:
All the methods are based on confused circuits which imply a client must download the whole circuit to his device and complete the decryption on his own. In addition the private calculation or processing of medical information over the cloud has also involved attention from both the security community and signal processing community. These works can be divided into two categories as long as a solution for a specific situation such as private genomic test or private classification of users’ electrocardiogram (ECG) data or proposing a general framework for private processing of monitored data or electronic health records. Although these based on cloud computing they do not highlight on how to move the workload of the involved parties to the cloud without defy the privacy of the involved parties. Since our application scenario assumes the clients hold relatively resource-constrained mobile devices in a cloud assisted environment it would be supportive if a client could move the computational workload to the cloud.

EXISTING METHOD:
Existing Cloud-assisted mobile health (mHealth) monitoring which is relevant the prevailing mobile communications and cloud computing knowledge to provide feedback decision support has been measured as a revolutionary approach to recover
the excellence of healthcare service while lowering the healthcare cost.

**DISADVANTAGES:**

They are normally considered not applicable or transferable to cloud computing environments. It has also been indicated that privacy law could not really put forth any real protection on clients’. By using anonymization technique fails to serve up as an effective way in dealing with privacy of mHealth systems due to the increasing amount and variety of personal identifiable information.

**PROPOSED METHOD:**

A semi-trusted authority is accountable for distributing private keys to the individual clients and collecting the service fee from the clients according to a certain business model such as pay-as-you-go business model. The TA can be considered as a co-worker or a management agent for a company or several companies and thus contributes to certain level of common interest with the company.

**ADVANTAGES:**

This is a reasonable model since it would be in the best business interest of the cloud not to be biased. We declare that it remains possible for the cloud to conspire with other malicious entities in our CAM, the company and TA could collude to gain private health data from client input vectors.

**CAM WITH FULL PRIVACY AND HIGH EFFICIENCY:**

We utilize a newly developed key private re-encryption scheme as an underlying tool. As a substitute of computing a cipher text for each client the company produce one single cipher text which will then be delivered to the cloud. The company will then carelessly deliver the identity threshold representation sets for the thresholds of the decisional branching nodes and the indexes of the concerned attributes to TA so that TA can produce the ReKeys corresponding to the relax clients in the system using the key private re-encryption scheme. The generated rekeys are then transported to the cloud which can then run the re-encryption scheme using the rekeys and the single cipher text delivered by the company to generate the cipher texts for the rest clients.

**BRANCHING PROGRAM:**

It includes binary classification or decision trees as a special case. We only believe the binary branching program for the ease of exposition since a confidential enquiry procedure based on a general decision tree can be easily imitative from our scheme. To be extra precise an attribute component is a concatenation of an attribute index and the respective attribute value.

**TOKEN GENERATION:**

To generate the private key for the attribute vector \( v=(v_1, \cdots, v_n) \) a client first calculates the identity representation set of each element in \( v \) and delivers all the \( n \) identity representation sets to TA. Then TA runs the AnonExtract(id, msk) on each identity \( id_{svi} \) in the identity set and carries all the respective private keys \( sk_{vi} \) to the client.

**QUERY:**

A client delivers the private key sets obtained from the Token Gen algorithm to the cloud which runs the Anon Decryption algorithm on the cipher ext produced in the Store algorithm. Starting from p1, the decryption result determines which cipher text should be decrypted next. For instance, if \( v_1 \in [0, t1] \), then the decryption result indicates the next node index \( L(i) \). The cloud will then use \( sk_{v}(L(i)) \) to decrypt the subsequent ciphertext \( CL(i) \). Persist this procedure iteratively until it reaches a leaf node and decrypt the respective attached information.

**SEMI TRUSTED AUTHORITY:**
A semi-trusted authority is responsible for distributing private keys to the individual clients and collecting the service fee from the clients according to a certain business model such as pay-as-you-go business model. The TA can be considered as a collaborator or a management agent for a company (or several companies) and thus shares certain level of mutual interest with the company.

**ALGORITHM:**

1) At the initial phase, TA runs the setup phase and publishes the system parameters.
2) Then the company will deliver the resulting ciphertext and its company index to the cloud.
3) A client wishes to query the cloud for a certain mHealth monitoring program and TA generates Token.
4) The client sends the company index to TA, and then inputs its private query.
5) TA inputs the master secret to the algorithm. The client obtains the token corresponding to its query input.
6) TA gets no useful information on the individual query.
7) The client delivers the token for its query to the cloud.
8) The cloud completes the major computationally intensive task for the client’s decryption and returns the partially decrypted ciphertext to the client.
9) The client then completes the remaining decryption task after receiving the partially decrypted ciphertext and obtains its decryption result.

**IBE ALGORITHM**

1. Alice prepares plaintext message M for Bob using IDBob and master public key
2. Bob receives C from Alice. In most implementations it is assumed that C comes with plaintext instructions for contacting the PKG to get the private key required to decrypt it. Bob authenticates with the PKG and retrieves his key over a secure channel. (possible explain authentication process with email addresses)
3. Bob decrypts C using his private key to recover plaintext message M
4. One variation allows the PKG to decrypt the message for Bob

**ENHANCEMENT:**

The basic CAM has the security weaknesses. To overcome this introducing Identity Based Encryption Scheme, this provides security and privacy.

**EXPERIMENT RESULTS:**

It explains the comparison between the company communications overhead in two improved CAM designs. We examine that the communication overhead is considerably abridged in the final CAM. Each client needs to complete n homomorphic encryptions and decryptions before he can get hold of his private key set. The client needs to calculate three modular exponentiations for each round of homomorphic encryption and decryption.

**CONCLUSION:**

To defend the clients’ privacy we pertain the anonymous Boneh-Franklin identity based encryption (IBE) in medical diagnostic branching programs. To decline the decryption complexity due to the use of IBE we pertain recently proposed decryption outsourcing with privacy protection to shift clients’ pairing computation to the cloud server. To defend mHealth service providers’ programs we add to the branching program tree by using the random permutation and randomize the decision thresholds used at the decision branching nodes. To make easy resource constrained small companies to contribute in mHealth business CAM design assists them to shift the computational
burden to the cloud by applying newly developed key private proxy re-encryption technique.
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